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FOREWORD

The Systems Engineering Technical Review (SETR) Handbook provides guidance to implement Naval SYSCOM Systems Engineering Policy (MARCORSYSCOM Order 5000.5, SPAWARINST 5000.1, NAVFACINST 5000.15, NAVSUPINST 5000.21, NAVSEAINST 5000.09, and NAVAIRINST 5000.24).  The Handbook identifies planning, execution, and follow-on activities for the SETR process.  These activities apply to all Naval System Commands (SYSCOMs), with the exception of NAVAIR, executing engineering programs for acquisition and modernization of naval systems, System-of-Systems, and Family-of-Systems.
The SETR process is integral to naval systems engineering, and it is consistent with existing and emerging commercial standards.  These SETRs provide program management with assessments of program technical health and maturity at key points in the development life cycle.  The SETR process consists of several technical assessments.  Each SETR assessment is focused on verifying technical health and maturity by examining objective products representing the program work accomplishments to date.  Each technical assessment culminates in a formal meeting that documents recommendations to program management concerning the continuation of work into the next stage of development.  SETRs formally review and evaluate whether required systems engineering tasks have been completed successfully before proceeding beyond critical events.
The Milestone Decision Authority (MDA) can allow their Program Managers have flexibility to tailor the SETR to match their program circumstances.  The SETR must be described and updated in the Systems Engineering Plan (SEP), which is approved by the Milestone Decision Authority (MDA).  Tailoring of SETRs is expected to match the complexity and risks of the program.  The tailored SETR must have sufficient technical breadth and depth to assess the maturity of technical work to date and to identify risks associated with continuing the development efforts.
The SETR process is event-driven, not schedule-driven.  SETR assessments are conducted when the system is ready for review, in accordance with the program SEP.  Entry and closure criteria, as well as areas of interest, are identified in the SEP to govern the SETR schedule.

A Technical Review Board, chaired by a senior government employee appointed by the SYSCOM Chief Engineer (CHENG), conducts the SETR assessments in collaboration with program management.  However, the SETR Chair is independent of the program to avoid conflicts of interest and has expertise reflective of the program complexity to ensure technical integrity of the review.
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1.0 
 SCOPE

The Systems Engineering Technical Reviews (SETRs) described in this Handbook apply to all Naval System Commands and affiliated program authorities as indicated in the Naval SYSCOM Systems Engineering Policy (MARCORSYSCOM Order 5400.5, SPAWARINST 5000.1, NAVFACINST 5000.15, NAVSUPINST 5000.21, NAVSEAINST 5000.09, NAVAIRINST 5000.24).  The review procedures are common to all naval engineering programs for systems, subsystems, and configuration items, as well as System-of-Systems and Family-of-Systems.
Enclosures (1) through (5) present interim SETR guidance applicable to ship, air, space, enterprise information system, command-control-communications-computer-intelligence (C4I), land, and integrated warfare systems (IWS), respectively.  System-specific SETR guidance is under development and will be included in enclosures (1) through (5) upon first revision of this Handbook.

2.0  References/APPLICABLE DOCUMENTS

Various government policy and guidance documents, as well as public technical information sources, were used to develop the Handbook.  These reference materials are listed below.

a. Defense Acquisition University, Interim Defense Acquisition Guidebook of 15 Jun 09 https://acc.dau.dag).
b. Defense Acquisition University, Systems Engineering Community of Practice, (https://acc.dau.mil/se).

c. Defense Systems Management College, Systems Engineering Fundamentals of Jan 01, (http://dau.mil/pubs/pdf/SEFguide2001-01.pdf) 
d. DoDI 3150.09, The Chemical, Biological, Radiological, and Nuclear (CBRN) Survivability Policy of 17‑Sep 08.
e. DoD Guide to Integrating Systems Engineering into DOD Acquisition Contracts, Version 1.0, of 22 Dec 06.
f. MIL‑HDBK‑237D, Electromagnetic Environmental Effects and Spectrum Supportability Guidance for the Acquisition Process of 20 May 05.
g. DoN, Acquisition and Capabilities Guidebook, “Chapter 7, Systems Engineering and Human Systems Integration,” of 2005.
h. DoN Joint Letter, Implementation of System Design Specification (SDS) Guidebook and associated system specific appendices of 18 Jul 08.

i. DoN, System Design Specification Guidebook of 17 Jul 08.

j. DoN, Office of the Assistant Secretary of the Navy for Research, Development, and Acquisition, Guidebook for Acquisition of Naval Software Intensive Systems, of Sep 08.

k. DoN, Deputy Chief of Naval Operations, Warfare Requirements and Programs (N6/N7) Memo Serial Number N6N7/5U916276, Requirement for Naval Open Architecture, 23 Dec 05. 

l. Electronic Industries of America, Process for Engineering a System, EIA 632 Standard, 1998. 
m. Institute of Electronic and Electrical Engineers, Application and Management of the Systems Engineering Process, IEEE Standard 1220, 1998.
n. International Council of Systems Engineering, Systems Engineering Handbook, Version 2A, 2004.

o. Marine Corps Systems Command, Develop and Demonstrate Process Handbook and Quick Tips, Version 2, July‑2004.

p. National Aeronautical and Space Administration, NASA Systems Engineering Handbook, SP‑610S, June‑1995.

q. NAVAIRINST 4355.19D, Systems Engineering Technical Review Process, 17 Apr 2009.
r. NAVAIR, Systems Engineering Technical Review Handbook, of 17 Apr 2009 (enclosure (1) to NAVAIRINST 4355.1D)

s. NAVSEA Memo, Ship Design Review Guidelines, Ser 05D/096, of 28 Sep 04.

t. Systems Engineering Sage, A.P., Wiley series in systems engineering management.  Wiley-Interscience, 1992 (ISBN 0471536393).

u. SECNAVINST 5000.2D, Implementation and Operation of the Defense Acquisition System and the Joint Capabilities Integration and Development System, 16 Oct 08.

v. Naval SYSCOM Risk Management Policy (MARCORSYSCOM Order 5000.3, SPAWARINST 3058.1, NAVFACINST 5000.15, NAVSUPINST 5000.20, NAVSEAINST 5000.8, NAVAIRINST 5000.21B), 21 Jul 08.
w. VS-JI-22A, Virtual SYSCOM Engineering and Technical Authority Policy, 31 Jan 07.
x. SPAWARINST 5400.3, Systems Engineering Technical Review Process, 26‑February‑2007.
3.0  DEFINITIONS 
Definitions of key acronyms and initialisms used in the Handbook are listed below.
Table 3-1
 List of Acronyms and Initialisms 
	TERM
	DEFINITIONS

	ACAT
	Acquisition Category

	AoA
	Analysis of Alternatives

	ASN(RD&A)
	Assistant Secretary of the Navy for Research, Development and Acquisition

	ASR
	Alternate Systems Review

	ASSIST
	Acquisition Streamlining and Standardization Information System

	C4I
	Command, Control, Communications, Computing and Intelligence

	CAE
	Component Acquisition Executive

	CARD
	Cost Analysis Requirements Description

	CBRN
	Chemical, Biological, Radiological, and Nuclear

	CDD
	Capability Development Document

	CDM
	Competency Domain Manager

	CDR
	Critical Design Review 

	CDRL
	Contract Data Requirements List

	CHENG
	Chief Engineer

	CI
	Configuration Item

	CIO
	Chief Intelligence Officer

	CJCS
	Commander, Joint Chiefs of Staff

	CM
	Configuration Management

	CONOPS
	Concept of Operations

	COTS
	Commercial Off-the-Shelf

	CPD
	Capability Production Document

	CPI
	Critical Program Information

	CRISD
	Computer Resources Integrated Support Document

	CSCI
	Computer Software Configuration Item

	CSOM
	Computer Systems Operator’s Manual

	DOD
	Department of Defense

	DON
	Department of the Navy

	DOT&E
	Director, Operational Test and Evaluation

	DOTMLPF
	Doctrine, Organization, Training, Materiel, Leadership and Education, Personnel, and Facilities

	DSP
	Defense Standardization Program

	DT&E
	Developmental Test and Evaluation

	DT/OT
	Developmental Test/Operational Test

	E3/SS
	Electromagnetic Environmental Effects and Spectrum Supportability

	EMD
	Engineering and Manufacturing Demonstration

	FCA
	Functional Configuration Audit

	FOC
	Full Operational Capability

	FoS
	Family of Systems

	FRP
	Full Rate Production

	FRR
	Flight Readiness Review

	HFE
	Human Factors Engineering

	HM&E
	Hull Mechanical and Engineering

	HSI
	Human Systems Integration

	HWCI
	Hardware Configuration Item

	IA
	Information Assurance

	IBR
	Integrated Baseline Review

	ICD
	Initial Capabilities Document

	IDD
	Interface Design Description

	II
	Interoperability and Integration

	IMS
	Integrated Master Schedule

	IOC
	Initial Operational Capability

	IOT&E
	Initial Operational Test and Evaluation

	IPT
	Integrated Product Team

	IRB
	Institutional Review Board

	IRR
	Integration Readiness Review

	IRS
	Interface Requirements Specification

	ISP
	Information Support Plan

	ISR
	In-Service Review

	IT
	Information Technology

	ITR
	Initial Technical Review

	IWS
	Integrated Warfare Systems

	JCIDS
	Joint Capabilities Integration Development System

	KPP
	Key Performance Parameter

	LCC
	Life-Cycle Costs

	LFT&E
	Live Fire Test and Evaluation

	LRFS
	Logistics Requirements Funding Summary

	LRIP
	Low Rate Initial Production

	MC-SAMP
	Marine Corps Single Acquisition Management Plan

	MCSC
	Marine Corps Systems Command

	MDA
	Milestone Decision Authority

	MILCON
	Military Construction

	MIL-STD
	Military Standard (document)

	MS
	Milestone

	MSA
	Materiel Solution Analysis

	NATO
	North Atlantic Treaty Organization

	NAVFAC
	Naval Facilities Command

	NBC
	Nuclear, Biological, and Chemical

	NBC
	Nuclear, Biological, and Chemical

	NDI
	Non-developmental Item

	NOA
	Naval Open Architecture

	NR-KPP
	Net-Ready Key Performance Parameter

	NSS
	National Security Systems

	O&MN
	Operations and Maintenance, Navy (budget)

	OT&E
	Operational Test and Evaluation

	OTRR
	Operational Test Readiness Review

	OV
	Operational View

	PCA
	Physical Configuration Audit

	PCR
	Physical Configuration Review

	PDR
	Preliminary Design Review 

	PEO
	Program Executive Office

	PLE
	Program Lead Engineer

	PM
	Program Manager

	PMO
	Program Management Office

	POM
	Program Objective Memorandum

	PR
	Program Review

	PRR
	Production Readiness Review

	R&M
	Reliability and Maintainability

	RAM
	Reliability, Availability, and Maintainability

	RFA
	Request for Action

	RFI
	Request for Information

	RFP
	Request for Proposal

	RM
	Risk Management

	SDD
	Software Design Description

	SATD
	System Architecture & Technology Demonstration

	SDM
	Ship Design Manager

	SDP
	Software Development Plan

	SDS
	System Design Specification

	SECNAV
	Secretary of the Navy

	SEP
	Systems Engineering Plan

	SETR
	Systems Engineering Technical Review

	SFR
	System Functional Review

	SME
	Subject Matter Expert

	SRTD
	System Requirements & Technology Development

	SoS
	System of Systems

	SOW
	Statement of Work

	SPII
	Software Process Improvement Initiative

	SRR
	System Requirements Review

	SRS
	Software Requirements Specification

	SS
	Survivability and Susceptibility

	SSB
	Stakeholder Steering Board

	SSDD
	System/Subsystem Design Description

	SSR
	Software Specification Review

	STP
	Software Test Plan

	SUM
	Software Users Manual

	SV
	System View

	SVD
	Software Version Description

	SVR
	System Verification Review

	SYSCOM
	Systems Command

	TD
	Technology Development

	T&E
	Test and Evaluation

	TDP
	Technical Data Package

	TEMP
	Test and Evaluation Master Plan

	TFA
	Technical Feasibility Assessment

	TIM
	Technical Interchange Meeting

	TRAP
	Technical Review Action Plan

	TRB
	Technical Review Board

	TRR
	Test Readiness Review

	TRSR
	Technical Review Summary Report

	TV
	Technical View

	TWH
	Technical Warrant Holder

	USD
	Undersecretary of Defense

	VDD
	Version Description Document

	WBS
	Work Breakdown Structure


4.0 GENERAL INTRODUCTION

4.1   PURPOSE

This Naval SETR Handbook describes interim guidance for the expected procedure to implement the Naval Systems Engineering Policy (MARCORSYSCOM Order 5400.5, SPAWARINST 5000.1, NAVFACINST 5000.15, NAVSUPINST 5000.21, NAVSEAINST 5000.09, and NAVAIRINST 5000.24).  The policy requires that all naval acquisition and modernization programs successfully complete a SETR process.  The SETR process involves a series of structured assessments focused on the technical health and design maturity of a program under review, as planned in the Systems Engineering Plan (SEP), before passing key stages of engineering work.
The SETR process is an integral part of systems engineering and the life-cycle management of acquisition and modernization programs.  SETRs are a primary method for assessing the technical health of a program at critical points in its development cycle.  Additionally, SETRs provide Program Managers (PMs) with independent assessments of program readiness to enter the next technical phase.  Engineering rigor, interdisciplinary communications, and competency insight are applied to the maturing design in the assessment of requirements traceability, product metrics, and decision rationale.  SETRs bring additional nonadvocate subject matter experts (SMEs) to the development process in an effort to ensure program success.  The overarching objective of the SETR is a well-managed and disciplined technical effort leading to a successful technical and operational system evaluation that ensures the fielding of a suitable and effective system for the warfighter.
The SETRs are held to assist program office management teams in documenting technical requirements, synthesizing certifiable designs, assessing performance and system safety risk, and producing and deploying systems to achieve required capability.  SETRs address the assessment of the total system, which is composed of hardware, software, and human operators, maintainers, and decision-makers, as well as facilities and infrastructure, operating environment, and information.

The SETR requirement applies to all naval acquisition and modernizations programs, including programs of record in Acquisition Categories (ACATs) I through IV, as well as non-ACAT programs, System-of-Systems (SoS), and Family-of-Systems (FoS) programs.  Some system programs within this scope include naval combatant and noncombatant ships; aircraft carriers; submarines; aircraft; unmanned surface and subsurface vehicles; integrated warfare systems; weapon systems; hull, mechanical and electrical (HM&E) systems; ship facilities; infrastructure and arrangements; land systems; space; enterprise information system; and command, control, communications, computing, and intelligence (C4I) systems.

This Handbook describes the planning, documentation and recording requirements, as well as roles and responsibilities for personnel involved in SETRs.  Specific objectives, timing and triggering, and entry and closure criteria also are discussed for individual SETR assessments.  Future SETR guidance for ship, air, C4I, land, and integrated warfare systems will be available in enclosures (1) through (5), respectively, upon first revision of the Handbook.  Current SETR guidance for these specific types of systems reverts to lead System Command (SYSCOM) policies, system-specific guidance, and program reviews (e.g., for ship system, NAVSEA memo ser 05D/096 of 28 Sep 04), “Ship Design Review Guidelines” and Stakeholder Steering Board program review process in enclosure (1). 
SETRs assess the technical maturity of a system, along with its associated life-cycle attributes.  For example, Appendix A to this Handbook, “Facilities and Infrastructure SETR Checklists” provides checklists directed at facilities and infrastructure.  The checklists identify actions to help ensure that facility, real estate, environmental planning, and capital improvements budgeting (e.g., military construction (MILCON), operations and maintenance, Navy (O&MN)) and execution issues (e.g., construction, restoration and modernization) are addressed at appropriate SETRs.  Program Management Offices (PMOs) must allow 5 to 7 years to acquire facilities, especially if the program requires land acquisition.

Some SETR activities, such as those described in Appendix A or those that engage the supply system or those needing cost analyses, may require functional and/or subject matter expert (SME) support.  Reimbursement from programs for functional and/or SME support will be required.  The cost of support for SETR activities must be captured in the program SEP, as well as Customer Service Agreements, Task Assignment Agreements, or equivalent documents, to ensure that adequate resources are available to prepare products and to support personnel for the SETRs.
4.2  BACKGROUND
The Department of Defense (DOD) acquisition life cycle has five major phases: (1) Materiel Solution Analysis (MSA), (2) Technology Development (TD), (3) Engineering and Manufacturing Development, (4) Production and Deployment, and (5) Operations and Support.  A designated Milestone Decision Authority (MDA) conducts reviews at transitions between the first four phases, called Milestone A (MS A), Milestone B (MS B), and Milestone C (MS C), to ensure that the acquisition strategy minimizes the time and cost required to satisfy approved capability needs and maximizes affordability throughout the program life cycle.
The Secretary of the Navy (SECNAV) has augmented the acquisition timeline by establishing a two-pass/six-gate process leading up to MS B.  This augmentation improves the governance of the acquisition process and helps to ensure that programs better understand the impact of requirements on total life-cycle costs before locking in development decisions.

The acquisition life cycle begins through the Joint Capabilities Integration and Development System (JCIDS) process, which involves an Analysis of Alternatives (AoA) for varying system concepts and strategies, and which leads to an Initial Capabilities Document (ICD) at MS A stating user/system requirements.  Systems engineering plays a central role in identifying technological solutions to capability gaps and by providing robust analytical processes to evaluate operating, maintenance, sustainment, and acquisition approaches.
In parallel with the establishment of the ICD, the Undersecretary of Defense (USD) requires that a SEP be developed for MS A and used by the PM throughout the life of the program.  The SEP describes the overall technical approach, systems engineering processes, resources, key technical tasks, activities and events, along with metrics and success criteria.  Since the SEP guides all technical aspects of a program, it is established early during program definition (i.e., during the Materiel Solution Analysis acquisition phase) and it is updated at each MDA MS.  The SEP is a living document, providing a tailored roadmap to support program management by defining comprehensive systems engineering activities that translate systems capability needs into an effective, suitable product that is sustainable at an affordable cost. 
The Assistant Secretary of the Navy for Research, Development, and Acquisition (ASN (RD&A)) has elaborated on USD acquisition policy by stressing the need for collaboration among programmatic authorities and systems engineering technical authorities.  The Department of the Navy (DON) has responded by requiring the development of a System Design Specification (SDS) early in the program definition phase.  The SDS accomplishes the following:
· Derives platform-specific Mission Performance requirements and attributes from higher-level capability documents.
· Identifies naval and industry design criteria and standards used during system development.
· Details expected producibility, operability, and maintainability of the system.
The SDS supports decision makers by defining design requirements and capabilities to establish better informed schedule, costs, and risks early in the acquisition process, thereby reducing programmatic and technical risks associated with technology development and system acquisition.
Consistent with the established government policies, guidance, and practices mentioned above, the Naval SYSCOM Systems Engineering Policy requires that SETRs be conducted for all naval acquisition and modernization programs.

A SETR is a structured, technical assessment process that evaluates the technical health and maturity of an evolving system design at key points in the development life cycle and the potential for successful development in the future.
The SETR process provides visibility into the work efforts associated with the design, development, and production of complex naval systems to assure timely and effective attention to technical details.  As a system progresses through design, development, and production, SETR assessments are timed to coincide with major transitions in the program activities.  The SETR provides the events used by Naval Technical Authorities to verify that technical maturity of the system, subsystem, or configuration item under review is sufficient to commitment resources for the next stage of development work.

As a system matures in development, the focus of SETR assessments adjusts to the depth of the design maturity.  Early in the system evolution, the primary focus of SETR assessments is on defining the technical requirements that drive design and development activities, that is, to ensure technical feasibility and to confirm that top-level system concepts reflect user requirements.  Additionally, the early stages review the success in establishing the programmatic and technical management processes that are required for effective systems engineering of the weapon system.  As the system continues to mature, subsequent SETR assessments focus on the design at subsystem levels and below.  At even later stages, the SETR assessments focus on verifying that physical solutions align with design requirements and can be manufactured within cost, schedule, and risk targets.
Although the comments on design evolution above stem from the usual progression of engineering for a unified system, the point that SETR assessment evolves over the development life cycle holds true for much more complex and diversified SoS and FoS programs.
The schedule and structure of SETR assessments must coincide with strategic, event-driven transitions in the system development activities.  The scheduling and tailoring of SETR assessments is addressed further in this Handbook.
4.3  OBJECTIVES

The SETR process is used to assess and verify system design progress and maturity at key event-driven development stages in the acquisition schedule.  Documentation on the attained maturity of the system is compared with pre-planned entry and closure criteria to facilitate the scheduling and management of scope for the SETR assessments.  Objectives for the SETR process are as follows:

    a.  Ensure that trade studies used to define concepts and assess risks have been considered and incorporated into work plans.
    b.  Assess system requirements and allocations to ensure that requirements are unambiguous, consistent, complete, feasible, verifiable, and traceable to top-level requirements.
    c.  Assess design maturity based on technical goals, systems engineering accomplishments, and empirical data supporting progress to date.  
    d.  Confirm effects of performance and safety risks on cost, schedule, and performance; and ensure that risk reduction measures, rationale, and assumptions have been approved.
    e.  Ensure that interfaces among required hardware, human, and software items have been optimized for efficiency, effectiveness, and safety/training risk reduction.
    f.  Ensure that performance objectives, functional design, cost, schedule, technical performance measurements, and sustainment and infrastructure support are tracked, on schedule, and achievable within existing constraints.
    g.  Confirm that continued development is warranted.  When it is not warranted, confirm that corrective action is executed before proceeding with the development plan.
    h.  Ensure that resources (e.g., people, funding, support assets, facilities) required for continued development, testing, production, and operation are identified and resourced.
    i.  Identify and accept residual safety risks prior to fleet transition or fielding.
    j.  Ensure programmatic and technical processes are established to support successful design and product development.  Review tailoring of underlying programmatic and technical process to scope complexity of system development.

5.0 OVERVIEW
5.1  SETR PROCESS

The SETR process is a disciplined, yet flexible, approach to review and verify the technical evolution of a system.  While the intended focus of the SETR process is a total system, the approach is inclusive of subsystem and component development work.

Applied to a particular program, the SETR process consists of a series of technical assessments conducted by a Technical Review Board (TRB).  The TRB established for each technical review has a defined charter and scope of work.  The TRB interfaces regularly with the program team to collect, review, and discuss materials documenting program progress and accomplishments relevant to the ongoing technical assessment.  As the assessment nears completion, the TRB and the program meet to conduct a formal assessment documenting the completion status of the review and making recommendations for future work directions. The outcomes of the formal meeting are delivered by the TRB to program management.
Numerous types of assessments are recognized across the naval enterprise; some are focused on program management, others on program cost and schedule, and still others on technical issues. The SETR assessments fall into the technical category.  Table 5-1 provides a brief description of the standard SETR assessments. Not all SETR assessments in Table 5-1 are required for an acquisition program.  As discussed later, a PM is expected to tailor the SETR to the complexity and risk level of the program. Subsequent sections in the Handbook provide interim guidance on tailoring SETRs as well as on a recommended minimum number of SETR assessments.
Table 5‑1 

 List of Systems Engineering Technical Review Assessments  
	ASSESSMENT
	PURPOSE
	TIMING

	Initial Technical Review
	Supports technical basis for initial cost estimates and POM budget submissions.
	Materiel Solution Analysis (pre-MDA MS A)

	Alternative System Review
	Reviews results of Materiel Solution Analysis phase and assesses technology development plan and preferred system concept.
	Materiel Solution Analysis (pre-MDA MS A)

	System Requirements Review (Note 1)
	Assesses technical readiness to enter Engineering & Manufacturing Development phase.
	Technology Development

(pre-MDA MS B)

	Integrated Baseline Review
	Assesses risk areas in contract.  Produces Performance Measurement Baseline to ensure technical scope of work is realistically and accurately scheduled, has proper resources, utilizes correct techniques, and employs appropriate management processes.
	Technology Development

(pre-MDA MS B)

Used periodically throughout development cycle when earned value management is required.

	System Functional Review
	Assesses System Functional Baseline and readiness to begin functional allocation.
	Technology Development (pre -MDA MS B)

	Preliminary Design Review (Note 2)
	Assesses System Allocated Baseline and readiness to begin detailed design.
	Technology Development   (pre/post-MDA MS B)

	Software Specification Review
	Assesses completeness of software specification.
	Technology Development (pre-MDA MS B)

	Critical Design Review
	Assesses System Product Baseline and supports Design Readiness Review.
	Engineering & Manufacturing Development phase (pre-MDA MS C)

	Test Readiness Review
	Assesses system readiness to begin Developmental Test and Evaluation (DT&E).
	 Engineering & Manufacturing Development phase (pre-MDA MS C)

	Flight Readiness Review 
	Assesses system readiness to initiate and conduct flight tests and flight operations.
	 Engineering & Manufacturing Development phase (pre-MDA MS C)

	Integrated Readiness Review
	Assesses readiness of software systems.
	 Engineering & Manufacturing Development phase (pre-MDA MS C)

	Operational Test Readiness Review
	Assesses system readiness to proceed into Operational Test and Evaluation (OT&E). 
	 Engineering & Manufacturing Development phase (pre-MDA MS C)

	System Verification Review
	Assesses system compliance with functional baseline.
	Production and Deployment

(pre-MDA MS C)

	Production Readiness Review
	Assesses system readiness to enter production.
	Production and Deployment

(post-MDA MS C)

	Physical Configuration Audit

	Assesses the as-delivered system for compliance with the product baseline and supports full-rate production decision.
	Production and Deployment

(post-MDA MS C during initial operational capability (IOC))

	In-Service Review
	Assesses the in-service technical health of a fielded system from a risk, readiness, and resources perspective.
	Operations and Support

(post-MDA MS C during FOC)


Notes:

1.  A best practice is for SRR to be accomplished in two parts.

SRR-I is to ensure the government has established performance requirements and non-tailorable design requirements that are directly traceable to the CDD.  
SRR-II is a technical assessment of the developing system specification under review to ensure a reasonable expectation of the final system being judged operationally effective and suitable.

2.  PDR – A best practice is for PDR to be accomplished in two parts, an initial PDR and a Closure PDR.  The PM should plan for a PDR before Milestone B, consistent with associated prototyping requirements.  If a PDR has not been conducted prior to Milestone B, the PMs shall plan to accomplish a minimum set of PDR requirements to support SDS development.  A minimum MS B preparatory PDR represents a physically architected system based on full engagement of subsystem suppliers and knowledge gained through prototyping and identified in the technology development strategy.  Following the Closure PDR, the PM shall send a PDR closure report to the MDA.
The SETR assessments employed to evaluate a particular program should be selected as appropriate for the complexity, risk, and constraints of the program, consistent with sound engineering practice.  The process of selecting appropriate SETR assessments is referred to as tailoring, and it is discussed further in Section 5.4 below.
Each SETR assessment involves an appropriate period of time for the TRB to engage continuously with the program under review for the purpose of developing a thorough and technically astute understanding of the program work efforts, accomplishments, and issues.  Moreover, each SETR assessment period culminates in a formal meeting where the TRB provides the PM with a report of findings and recommendations concerning the readiness of the program to enter the next phase of development work.
The formal review meeting for each SETR assessment may be preceded by a series of Technical Interchange Meetings (TIMs; see Figure 5‑1) between the TRB and program Integrated Product Team (IPT).  During the TIMs, the program and its developers, acting as an IPT, and the TRB identify and discuss the technical status of the program.  Technical issues, accomplishments, problems and their mitigation solutions, and documentation on the technical maturity of the system are examples of topics for the TIMs.  TIMs provide one means for the TRB members to become familiar with the technical details associated with the program under review, its products and documentation, and the quality of work performed prior to the formal review meeting.

The TIMs serve as a forum for problem solving and information sharing, whereas formal technical  review meetings are the forum for establishing that the problem solving is aligned with the approved program SEP.
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Figure 5‑1.  Timeline for Activities in Technical Interchange Meetings. 
5.2  ESSENTIAL SETR ASSESSMENTS
Table 5‑2 lists the essential SETR assessments for new system acquisitions and modernizations of existing systems.  These SETRs are discussed further in Reference (a).  The SETR assessments in Table 5-2 have been identified through experience as providing essential coverage of technical issues in naval programs.  Table 5-2 does not convey a standard set of SETR assessments for all programs; rather, it highlights the most important SETR assessments.  It is expected that PMs will tailor the SETR to include these and other SETR assessments as needed to address the scope, complexity, and risk of their programs.
Table 5‑2
 Recommended Systems Engineering Technical Reviews for Acquisition and Modernization Programs
	SETR ASSESSMENT

	Initial Technical Review

	Alternative Systems Review

	System Requirements Review

	System Functional Review

	Preliminary Design Review

	Critical Design Review

	Test Readiness Review

	System Verification Review

	Production Readiness Review

	Physical Configuration Audit


Statements of Work (SOWs) should incorporate SETR requirements, as appropriate.  A good source of contracting guidance is DOD, Guide to Integrating Systems Engineering into DOD Acquisition Contracts.  The SEP shall contain the anticipated reviews and should be submitted with the RFP.  
5.3  TIMING AND TRIGGERING

The SETR process is event-driven, rather than schedule-driven. Entry and closure criteria, as well as timing and triggering guidance, determine the events driving the SETR assessments. These criteria are established in the SEP and evaluated during the formal review meeting for each SETR assessment.  Sections 5.4.1 and 5.4.5 discuss entry and closure criteria in detail.

The schedule of technical assessments is important.  If a SETR assessment is conducted too early, items for review cannot be defined adequately.  Conversely, SETR assessments conducted too late may result in erroneous program commitments, which are difficult and costly to correct.  Figures 5-2 and 5-3 illustrate the timing for SETRs for two different program acquisition strategies.
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Figure 5‑2.  Example of SETR Assessments for Program Initiation at Milestone A. Position of Technical Reviews Is Notional.
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Figure 5‑3.  Example of SETR Assessments for Program Initiation at Milestone B. Position of Technical Reviews Is Notional.

Timing of SETR assessments is influenced by the availability of materials supporting the system under review, such as documentation, hardware and software, and completion of acceptance qualification tests.  Sufficient time for the Naval Technical Authorities to review these materials also is an important determining factor in the timing of SETR assessments.  For example, a PDR SETR would be scheduled after the Hardware Development Specification or Software Design Description and Software Test Plan are available because the focus of the PDR SETR is to assess a developer's approach to meeting the requirements of these documents.
Triggering of SETRs is dependent on several factors, as listed below:
    a.  Documentation availability.
    b.  Hardware/software availability.
    c.  Completion of acceptance qualification tests.
    d.  Sufficient time for review of materials by the TRB.
For example, a trigger event for the Alternative System Review (ASR) is the availability of a preferred system concept.

5.4  SETR INFORMATION  
Each technical review requires a considerable amount of information to be managed and processed by the TRB and the program.  This information is the objective evidence demonstrating that the product/program is in compliance with the technical criteria set forth in the review.  Under the structured framework of entry criteria for the review, the examination of this evidence is used to determine the timing and readiness of the review.  Additional guidance on the type of information and how it is structured is provided below.

5.4.1 SETR INFORMATION HEIRARCHY

To assist in the organization and communication of that information, a structure for the assessment information is provided as guidance.  Tiers 1-3 summarize the SETR information for senior reviewers.  These tiers are common to all DON programs to the extent reasonable.  Tiers 4-7 contain and implement all detailed SETR information, including that summarized in Tiers 1-3 and the specific technical products are that are unique to each program.  Tiers 4-7 are developed by the individual SYSCOMs to meet individual program needs.  A synopsis of the tiers of information is as follows:

    a.  Tier 1 – Entry Criteria act as primary benchmarks providing senior leadership a summary of program readiness to enter the SETR process.  These criteria are standardized across the SETR process. (See Figure 5-2).  
    b.  Tier 2 – SETR Specific Entry Criteria are a summary level categorization of entry criteria which recognize the shifting balance of systems engineering elements from requirements to product over the maturity of design and progressing reviews.   Areas of interest also include elements of the systems engineering and program management processes and their impact on development with respect to total ship system cost, schedule, performance, and risk.  Tier 2 summarizes the SETR information related to the areas of interest for senior reviewers.  (See Section 5.4.2)

    c.  Tier 3 – Products is broadly defined as the collection of work accomplished by the Government program office to accomplish their oversight function aligned to tier 2.  Tier 3 products also include the documentation that the senior reviewers will use to evaluate entry and closure of SETR events.  
    d.  Tier 4 - Engineering Functional Areas are the common technical areas that represent the product description of the system in acquisition.  This should correspond to the program Work Breakdown Structure.  Areas of interest also include elements of the systems engineering and program management processes and their impact on development with respect to total ship system cost, schedule, performance, and risk.  Tier 2 summarizes the SETR information related to the areas of interest for senior reviewers. (See Section 5.4.2)
    e.  Tier 5 – Procedures or Standard Work Packages align to and implement Tier 4 requirements.  
    f.  Tier 6 - Questions define the issues to be addressed during specific reviews and are aligned to Tier 5.
    g.  Tier 7 – Products and Artifacts (or links to them) include both the Tier 3 products and additional detailed information to answer the Tier 6 questions.  

Additional information on Tiers 4-7 which are unique to each Naval SYSCOM and Program are contained in the enclosures to this document.  
5.4.2 ENGINEERING FUNCTIONAL AREAS
SETRs evaluate the breadth of engineering functional areas.  Although naval systems are complex and diverse, several engineering functions are common across Naval SYSCOMs, and thus represent broad systems engineering disciplines impacting the development of all naval systems.  Common engineering functional areas should be built using the Tier 4-7 architecture applying the appropriate balance between DON-wide commonality and program specific tailoring, and then summarized in Tier 2.  An example of common SETR information for one engineering functional area, Naval Facilities, is contained in Appendix A.  It is the responsibility of the program to identify all applicable engineering functional areas and to achieve compliance with the standards.  Common engineering functional areas could include those in paragraphs 5.4.2.1 through 5.4.2.10
5.4.2.1 Systems Engineering and Program Management Tasks. 

This includes the engineering and programmatic management processes which create the engineering development environment.   Examples of engineering process are those which manage requirements traceability, evolution of mission CONOPs, tracking technical metrics and transition to manufacturing.  Examples of programmatic processes are configuration management, integrated master scheduling, cost estimating, assigning earned value, logistics, contracting and risk management.
5.4.2.2  Electromagnetic Environmental Effects and Spectrum Supportability
As electronic/electrical systems become more complex, Electromagnetic Environmental Effects and Spectrum Supportability (E3/SS) and certification requirements become critical factors in the ability to employ military systems and platforms effectively. Failure to consider E3/SS early could result in program delays, additional cost or less than full operational capability (FOC). E3/SS on equipment, systems, or platforms are critical elements that must be considered throughout the acquisition process to ensure the successful operational effectiveness of these military assets in support of the warfighter.
In the conduct of SETRs, emphasis is placed on assessing the following E3/SS attributes:

    a.  E3/SS inputs to requirements documents, including those addressing nuclear survivability.  

    b.  E3/SS requirements addressed in SOW, CDRLs, specifications, SEP, and Test and Evaluation Master Plan (TEMP), as needed.
    c.  E3/SS analyses and predictions programmed, including those to assess the addition of new antennas or apertures and the integration of equipment wireless sensors.
    d.  Cost estimates for E3/SS tasks and related activities, such as system/platform antenna design.E3/SS approval for next Acquisition Milestone from DOD or Component Chief Information Officer (CIO), Component Acquisition Executive (CAE), or MDA, based on requirements contained in Section 6.8 of MIL-HDBK-237D.
E3/SS actions and focus areas for each step in the SETR process are defined in Section 6.9 of MIL-HDBK-237D.  SETRs involving E3/SS peculiar to both SPAWAR and NAVAIR must be coordinated with the NAVSEA E3/SS Technical Warrant Holder.
5.4.2.3  Facilities and Infrastructure

Facilities affect many supportability elements, such as training (simulators and ranges), maintenance (hangars, dry-docks), supply (warehouses, magazines), environmental (National Environmental Policy Act), and support equipment (bridge cranes, material handling equipment).  Effective facilities planning increases system reliability and reduces the logistics footprint by integrating design with acquisition program supportability.  PMs must allow 5 to 7 years to acquire facilities, especially if the program requires land acquisition.  Consequently, PMs must start planning early and evaluate existing facilities and infrastructure along with programming for new facilities to ensure that the right
facilities are provided at the right locations at the right time.  Appendix A provides the acquisition community with a set of checklists for conducting SETR events directed at successfully planning for facilities and infrastructure.  Each checklist is designed to alert the acquisition community to the complexities of providing timely, compatible, and suitable supporting facilities and infrastructure.  The checklists identify a progressive set of recommended actions, based upon the maturity of the system, to help ensure that facility, real estate, and environmental planning, capital improvements budgeting (e.g., MILCON, O&MN)and execution (construction, restoration and modernization) issues and requirements are understood and addressed at the appropriate SETRs.
5.4.2.4 Human Systems Integration  
Per DOD Directive 5000.1, PMs shall apply Human Systems Integration (HSI) to optimize total system performance and minimize total ownership cost.  To do this, PMs should work with the manpower, personnel, training, safety and occupational health, habitability, survivability, and human factors engineering (HFE) communities to translate and integrate the HSI thresholds and objectives contained in the capabilities documents into quantifiable and measurable system requirements (see DOD Instruction 5000.2).  The PM should then include these requirements in specifications, the TEMP, and other program documentation, as appropriate, and use them to address HSI in the SOW.  The PM should identify any HSI-related schedule or cost issues that could adversely impact program execution; the system's support strategy should identify responsibilities, describe the technical and management approach for meeting HSI requirements, and summarize major elements of the associated training system.
In the conduct of SETRs, emphasis is placed on assessing the following HSI attributes:

    a.  HSI requirements based on a top-down requirements analysis, including developing an optimal crew concept and allocating system functions to automation and human performance.
    b.  Position descriptions based on functions for crew position, including duties, jobs, responsibilities, and levels of authority.
    c.  HSI inputs to acquisition documents and specifications.
    d.  HSI risk assessment and mitigation plans, identifying       factors that impact manpower, human effectiveness, workload, survivability, and safety. 

5.4.2.5  Information Protection
PMs must protect all information systems, as well as the information processed by those systems, in their programs.  The presence of hostile agents, whose intent is to disrupt proper operation of naval systems, is a critical challenge to system development.  The DOD has established and mandated procedures to protect systems and the information they handle.
The term “systems assurance” refers to activities focused on ensuring that systems function as intended, are free of exploitable vulnerabilities, and protect critical program information.  Examples of vulnerabilities include malicious and nonfunctional software, requirements gaps, architecture and design flaws, and open interfaces.  The term “information assurance” (IA) refers specifically to measures that protect and defend information and information systems against unauthorized access, control, and disruption.  IA requirements for design activities help to ensure availability, integrity, authentication, confidentiality, and non-repudiation of critical system information (see DOD Directive 5000.1 and ASN (RD&A) Guidebook for Acquisition of Naval Software Intensive Systems (dated September 2008)).  DOD policy for IA of information technology, including National Security Systems, appears in the following documents:

· DOD Directive 8500.01E, Information Assurance Implementation of 24 Oct 02.
· DOD Instruction 8580.1, Information Assurance in the Defense Acquisition System of 09 July 04.
· DOD Instruction 8500.2, Information Assurance of 06 Feb 03.
Because IA requirements vary across programs, it is essential that PMs carefully examine and comply with IA requirements.  For example, DOD Instruction 5200.39 requires all DOD acquisition programs to identify Critical Program Information (CPI) early in the acquisition life cycle (i.e., not later than Milestone A or when the program enters the acquisition process).  The required DON process for identification of CPI is described in SECNAV MEMO 1300c (dated 20-February-2008, Required Use of Standardized Process for the Identification of Critical Program Information in DON Acquisition Programs.  Protection of DON sensitive technologies is critical to maintaining current and future warfighter advantages.  In the conduct of SETRs, emphasis is placed on assessing the following IA attributes:

    a.  IA strategy consistent with DOD policies, standards, and    architectures, including CPI, anti-tamper, and force protection.
    b.  IA requirements for mission-critical and mission-essential information systems.
    c.  Methods for setting IA requirements and incorporating IA   requirements in acquisition documents, along with implementation costs. 
    d.  IA requirements for all weapon systems, C4I systems, and information technology programs that depend on external information sources or provide information to other DOD systems.
5.4.2.6  Reliability, Availability, and Maintainability

Reliability, Availability, and Maintainability (RAM) system requirements address all elements of a system, including support and training equipment, technical manuals, spare parts, and tools. RAM requirements are derived from and support the following user's system readiness objectives:
· Reliability requirements address mission reliability (i.e., probability of carrying out a mission without a mission-critical failure) and logistics reliability (i.e., ability to perform as designed in an operational environment over time without any failures).
· Availability requirements address system readiness as a function of the ability of a system to perform without failure (i.e., reliability) and to be restored to service quickly (i.e., a function of maintainability and the level and accessibility of support resources).
· Maintainability requirements address the ease and efficiency of servicing and preventive/corrective maintenance (i.e., ability to repair and restore a system to service when maintenance is conducted by personnel of specified skill levels using prescribed procedures and resources).
The PM must establish RAM requirements early in the system design work.  RAM requirements are based on considerations of ICD, Capability Development Document (CDD), and Total Ownership Cost; and they must be expressed in quantifiable, operational terms for measurement during DT&E and OT&E.  In the conduct of SETRs, emphasis is placed on assessing the following RAM attributes:

    a.  RAM and producibility requirements addressed during design, development, and sustainment, guided by understanding of concept of operations, mission profiles (functional and environmental), and desired capabilities.
    b.  Rationale underlying RAM, and Producibility, requirements and performance priorities, as well as trade studies between system performance, availability, and system cost, with impacts of  cost effectiveness on system operation, maintenance, and logistics support.

    c.  Relations between RAM requirements and system manufacturing and assembly, and between RAM requirements and sustainment costs for complex systems.
5.4.2.7  Software-Intensive Architecture

Successful development and acquisition of software is vital for acquiring naval war fighting systems.  Software-intensive systems are inherent to most naval systems and often are the primary cost, schedule, and performance drivers.  Current DOD and DON guidance interprets the terms “software-intensive system” or “software-intensive systems-of-systems” to mean nearly all systems that have any software content, as described in ASN (RD&A), Guidebook for Acquisition of Naval Software Intensive Systems (September-2008). The development and acquisition software-intensive architectures also must comply with Naval Open Architecture (NOA) principles to ensure modular design, enable interoperability with other programs, employ commercial standards, facilitate rapid technology insertion, and achieve affordable evolutionary designs, as described in OPNAV, Requirements for Open Architecture Implementation, (23 Dec 05) and PEO IWS Letter, “Open Architecture Assessment Tool (OAAT) Version 1.1”, (ser IWS 7/028, 19 Oct  06).  Acquisition programs involving software-intensive systems or system-of-systems must implement the following recommended practices:
    a.  Identify and implement software metrics by working with the acquisition team during pre-Request for Proposal (RFP) phases to ensure government requirements are captured in the RFP.  During post-contract award, continue to work with developers to ensure software metrics are efficient, effective, and applied to minimize program risk.

    b.  Ensure adequate and appropriate training and experience are available on the acquisition team throughout all acquisition phases and are adjusted as required when transitioning through phases (see ASN RD&A, “Software Process Improvement Initiative (SPII) Human Resources Focus Team.  Role-Based Right-Fit Training Technical Report” 06-Nov-2007).
    c.  Incorporate both mandated and tailorable contract language to ensure software development and management best practices are identified and implemented.

    d.  Elevate software acquisition activities throughout the acquisition team (e.g., program office, IPT) to a level high enough for visibility, accountability, and effective program management.
Four core software metrics are required for acquisition programs involving software-intensive architectures: (1) software size and stability, (2) software cost/schedule, (3) software quality, and (4) software organization.  These metrics utilize program artifacts as data inputs to algorithms for scoring the core metrics from one phase of acquisition development to the next.
5.4.2.8  Standardization and Interoperability 

Standardization advances interoperability through commonality of systems, subsystems, components, equipment, data, and architectures.  The PM must balance decisions to use standard systems, subsystems, and support equipment against specific capabilities (including corresponding information system elements that perform critical, essential, or support functions within each joint functional capability), technology growth, and cost effectiveness.
It is critical that logistics analyses compare existing logistics infrastructure to that required by the planned system to minimize the introduction of program-unique logistics.  Program-unique logistics increase the logistics footprint and life-cycle costs (LCC).

If the logistics analyses show that existing infrastructure can properly support RAM areas of interest, no further action is required.  However, if existing logistics infrastructure is inadequate to support RAM areas of interest, the additional infrastructure requirements of the new platform/system and the associated logistics footprint/tail need to be briefed to the acquisition leadership.  The PM and PEO, who have total LCC responsibilities, will assess trading off standardization and reduced LCC with operational capability.

All acquisition programs are required to address interoperability and integration (II) requirements across the acquisition life cycle.  Information Technology (IT) and  National Security Systems (NSS) acquisition programs are required to comply with II requirements in the following references:.
· DOD Directive 4630.5, Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS), 05 May 04.

· DOD Instruction 4630.8, Procedures for Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS), 30 Jun 04

· CJCS Instruction 3170.01G, Joint Capabilities Integration and Development System, 1 MAR 09.

· Manual for the Operation of the Joint Capabilities Integration and Development System.
· CJCS Instruction 6212.01D, Interoperability and Supportability of Information Technology and National Security Systems, 08 Mar 06.
In the conduct of SETRs, emphasis is placed on assessing the following II attributes:
    a.  Specifications and standards developed under the Defense Standardization Program.
    b.  Regulatory occupational exposure standards used to set performance thresholds and exposure criteria and ergonomic/HSI guidelines.
    c.  Standardization requirements compliant with International Standardization Agreements developed in conjunction with member nations of the North Atlantic Treaty Organization (NATO) and other allied partners, as described in DOD 4120.24-M, Defense Standardization Program (DSP) Policies and Procedures and in the Acquisition Streamlining and Standardization Information System database.
5.4.2.9  Survivability and Susceptibility

System and crew survivability and susceptibility (SS) with respect to all anticipated threats at all levels of conflict must be addressed early in the program development life cycle, but no later than entering the Engineering and Manufacturing Development phase.  SS also considers fratricide and detection.  If the program is designated by the Director, Operational Test and Evaluation, for Live Fire Test and Evaluation (LFT&E) oversight, the PM should integrate crew survivability issues into the LFT&E program.  The PM also should address nuclear, biological and chemical (NBC) and high-altitude electromagnetic pulse  survivability and plan for its validation and confirmation.  

In the conduct of SETRs, emphasis is placed on assessing the following SS attributes:

    a.  Survivability program across system life cycle, including early investments in survivability efforts that improve operational readiness and mission effectiveness.
    b.  Methods for threat avoidance capabilities (low susceptibility), hardening and threat tolerance (low vulnerability), and reduction of personnel casualties resulting from system damage or loss (casualty reduction).
    c.  Maximum wartime availability through operationally-compatible threat damage tolerance and rapid reconstitution (reparability) features.
    d.  Minimum survivability program impact on overall program cost and schedule.
    e.  Protection countermeasures and system security defined for critical components, including conventional or advanced technology weapons, NBC contamination, and electronic warfare.
5.4.2.10  Safety

Safety is a broad topic that includes occupation safety, system safety, weapons safety, submarine safety, flight safety, and mitigation of risks to health.  Additional detail is provided here for systems safety and for noise control, as samples of safety criteria that should be addressed.  All testing involving  human subjects shall be concurred with by the appropriate Institutional Review Board and done in a way to protect the safety of participants as required by 45 CFR Part 46.    
5.4.2.10.1  System Safety

Risk reduction for an engineering program includes the identification and management of system safety and occupational safety hazards.  The PM must identify the severity and probability of mishap risk associated with each hazard (e.g., potential negative impacts of hazard on personnel, facilities, equipment, operations, the public, the environment, and the system itself).
In the conduct of SETRs, emphasis is placed on reviewing the following systems safety attributes:
    a.  Hazards identified through systematic analyses encompassing system hardware and software, systems-of-systems, interfaces, the environment, intended use, historical hazard and mishap data, and lessons learned from other systems.  Where new technology, software, or commercial off-the-shelf (COTS) is possible, or where no historical data exists, these shall be added to the list of potential system safety risks.
 b.  System safety risk analyses and mitigation plans for all high, serious, and medium risks, including requirements to reduce risk and its consequences, as well as requirements for testing the efficacy of risk mitigations.

    c.  Tests and demonstrations to validate safety features of a system in context as standalone, integrated, or SoS (as applicable).
 d.  Tests and demonstrations of safety-critical functions, software, equipment, and procedures verifying the mitigation of mishap risks and establishing margins of safety for the design.
    e.  Verification of safety features and procedures where the cost of testing is prohibitive, including use of engineering analyses, analogy, laboratory test, functional mockups, and validated subscale/model simulation.
    f.  Program authority acceptance and user concurrence of residual safety risk and mitigations as defined by appropriate SME authorities.
5.4.2.10.2  Noise Control

Naval personnel must be provided acoustical environments that do not cause personnel injury, interfere with voice or any other communications, cause fatigue, or in any other way degrade system effectiveness.  Equipment must not generate noise in excess of maximum allowable levels prescribed by MIL-STD-1474D.  Workspace noise must be reduced to levels that permit necessary direct (person-to-person) and telephone communication and establish an acceptable acoustical work environment.  Criteria for workspaces are defined in DOD Design Criteria Standard 1472F, Human Engineering.  General Workspaces.
In the conduct of SETRs, emphasis is placed on assessing the following noise control attributes:

    a.  System design compliance with noise limits in MIL-STD-1474D.

b.  Situations in which design requirements create noise hazard areas, including risk analyses, safety interventions, and noise mitigation plans.
c.  Compliance of noise test procedures with MIL-STD-1474D.
5.5  CLOSURE CRITERIA
Closure criteria are qualitative indices of design maturity. Closure criteria must answer at least the following two questions:

    a.  Is the accomplished work of sufficient quality, completeness, and maturity to warrant moving forward to the next phase?
    b.  Are the prevailing risks acceptable and/or manageable?

Since the SETR is an oversight function which evaluates the progress of the maturity of design, closure is when the entrance criteria for the review are complete and the associated program and technical risks are accepted.  SETR criteria need to be part of the developer’s contract and within scope of the development effort.  If as part of the SETR, essential work is not within scope, closure occurs when the necessary Engineering Change Proposal is accomplished.  This routinely occurs when contractual requirements are not sufficient to comply with CDD Key Performance Parameter (KPP) thresholds.  Setting unrealistic criteria increases the risk of technical review failure.  Likewise, setting criteria that do not measure design readiness adequately increases the risk of program failure. 
6.0  SETR PROCESS PLANNING
The PM is responsible for planning the overall SETR process for a program under review.  Ideally a well constructed Integrated Master Schedule with associated Earned Value clearly indicates the necessary events are to be accomplished prior to holding the SETR.  SETR process planning begins during preparation of the program SEP.  The planning must take into account the general timing and tailoring of SETR assessments; securing budget, schedule, and personnel resources; and coordinating with other program reviews, such as program baseline reviews and sponsor programmatic reviews (e.g., two-pass/six-gate review).
Several important considerations for SETR process planning are listed below:
    a.  Prepare the SETR in a timely and effective manner. 
    b.  Identify and allocate resources necessary to accomplish the total SETR effort, including identification of supporting functions such as facilities and infrastructure.
    c.  Tailor the SETR consistent with good engineering judgment and program complexity and risk levels.
    d.  Schedule SETR assessments consistent with availability of supporting materials and adequate time for Naval Technical Authorities to review those materials.
    e.  Establish areas of interest to focus the SETR assessments.
    f.  Establish event-driven entry and closure criteria.
    g.  Plan to conduct incremental SETR assessments, as needed.
    h.  Review all systems functions, including human operational and maintenance functions.
    i.  Confirm that hardware, human, and software areas of interest are assessed with appropriate priorities.
6.1  SETR TAILORING
The complexity and risk of the system (subsystem or configuration item (CI)) under review are driving factors for determining the scheduling and structure of SETR assessments.
For a noncomplex system, the schedule and structure of SETR assessments should be defined in a straightforward manner; that is, the schedule is keyed to major transitions in work efforts on the system and the structure is comprehensive in terms of the areas of interest relevant for the maturity of the system.  In some cases, SETR assessments may be conducted in parallel, provided that the entry criteria are fulfilled satisfactorily and that appropriate TRB, program IPT, and SME personnel are available.

For a complex system, the schedule and structure of SETR assessments may be decomposed into a sequence of incremental reviews, each having limited technical scope.  Alternatively, the entire SETR assessment may be repeated multiple times; in some cases, outcomes from stakeholder reviews external to the SETR process may impact the technical direction of the program.  With either approach, the PM must ensure that the final outcomes of a SETR assessment provide comprehensive coverage of the technical issues involved.  For example, when incremental SETR assessments are employed, a final SETR meeting should be conducted to assess the total system. 
PMs must attend to tailoring the content of SETR assessments, which is a process implemented through specification of the entry and closure criteria as well as selection of the areas of interest.  While the SETR assessment must align with the technical approach in the approved SEP, the SETR assessment should address the areas of interest in a balanced manner, given the technical complexity and risk of the program.  Undue over attention, inappropriate down-selection, or cursory attention to areas of interest is unsatisfactory and increases program risk.
6.2  TRB MISSION AND MEMBERSHIP
The TRB is a government body formed to conduct the SETRs with the objectives shown in Section 4.3 and the criteria and areas of interest developed during SETR process planning.  TRB is a generic name that applies to all SETR assessments listed in Section 5.2. In practice, a TRB name may be qualified by the title of a SETR assessment (e.g., Preliminary Design Review TRB, System Requirements Review TRB).

The mission of the TRB is to assess the technical health of a program under review and to provide program management with an assessment of readiness to proceed into the next technical phase. Under best conditions, the TRB is a standing body with reasonably consistent membership that follows the evolution of a program through its development life cycle.  As the tenure of the TRB membership increases, so does the members abilities to develop astute technical insights and to provide constructive recommendations.  In practice, constraints on personnel availability may necessitate the selection of new TRB members for SETR assessments.  In these cases, new TRB members should consult with former and longstanding TRB members to develop a historical perspective of the program accomplishments, challenges, and technical constraints.
The TRB develops its recommendations collaboratively within its membership following best business practices and usual rules of order.  The TRB Chair provides the TRB recommendations to the PM in a formal report.
The membership of the TRB consists of the following:

a.  TRB Chair. (See Section 6.2.1) 
b.  Recorder. (See Section 6.2.2)
    c.  Competency Lead Engineers.  When interfacing or supporting systems are involved, appropriate Competency Lead Engineers from those systems must be added to the TRB.

d.  Logistics Team Representative, as required.
    e.  Cost Team Representative, as required.
    f.  Counsel, as required.
    g.  Contracting Officer, as required.
    h.  Resource Sponsor, as required.
6.2.1 TRB CHAIR
SETR events are jointly conducted by the Program and the Technical Review Board (TRB).  The SYSCOM CHENG assigns in writing a government employee to chair for each SETR assessment defined in the Program SEP.  The TRB Chair is normally a senior individual from the Naval SYSCOM Technical Authority chain with technical expertise appropriate for the complexity and risk of the program under review.  The TRB Chair must be independent and a “non-advocate” of the program to ensure unbiased control of the technical review.  When approved by the SYSCOM CHENG, a principal member of the TRB from the program or the fleet may be assigned to help to focus and facilitate a SETR assessment.  The TRB Chair assigned by the SYSCOM CHENG has final authority for closing a SETR assessment.

The role of the TRB Chair includes the following responsibilities:

    a.  Oversight of the SETR process, including all meetings of the TRB to review and discuss program materials.
    b.  Review and approval of TRB membership and SETR participants.
    c.  Review and approval of the Technical Review Action Plan.
    d.  Review and approval of areas of interest.
    e.  Review and approval of entry and closure criteria.
    f.  Issuance of the Technical Review Summary Report.
    g.  Scheduling of Technical Interchange Meetings.
6.2.2 RECORDER 
The role of the Recorder includes the following responsibilities:
    a.  Preparation of minutes for the formal review meeting.
    b.  Preparation of list of attendees at the formal review meeting.
    c.  Collection and collation of Requests for Action/Requests for Information (RFAs/RFIs).
    d.  Preparation of the Technical Review Summary Report.
    e.  Preparation of minutes for Technical Interchange Meetings.
6.3  SETR PARTICIPANTS
SETR participants are not members of the TRB; however, they represent stakeholders in the program under review and they support the TRB.  SETR participants include the following:

    a.  User representatives.
    b.  Independent SMEs.
    c.  Representatives from relevant developmental test, operational test, and certification communities.
6.3.1 Subject Matter Experts

The role of the SMEs includes the following responsibilities:
    a.  Representation of their competency and/or functional areas e.g., HSI, facilities, E3/SS), including during adjudication of RFAs.
    b.  Assessment of system concepts and critical/enabling technologies.
The TRB Chair is responsible for the selection and assignment of SMEs.  SYSCOM Competency Lead Engineers, as well as outside experts, should be considered for this role.  The TRB Chair also is responsible for facilitating the full participation of SMEs in the SETR process, such as early distribution (e.g., 45-60 days prior) of program materials to be reviewed and meeting announcements, as well as attention to scheduling convenient meetings locations.

 
6.4  PROGRAM INTEGRATED PRODUCT TEAM
The PM is responsible for establishment of the program IPT.  The program IPT supports a SETR assessment by preparing and assembling the program products to be presented to and reviewed by the TRB. Program IPT members also may brief the program accomplishments and supporting products to the TRB during the SETR assessment meeting. 

The PM determines membership on the program IPT.  Usually, the program IPT includes the following individuals:

    a.  Program Manager or designee (Deputy PM)
    b.  Lead Technical Authority (e.g., Lead Engineer, SDM, TWH)
    c.  Program Competency Leads or representatives, as needed
    d.  Performing Activity Leads or representatives, as needed
    e.  IPT briefer(s), as needed in accordance with SETR agenda
6.4.1 Program Lead Engineer

The role of the Program Lead Engineer includes the following responsibilities:
    a.  Ensuring that performing activities provide all supporting data and participation needed for the SETR assessment.
    b.  Developing, coordinating, and executing actions to support the SETR assessment, in cooperation with performing activities.
    c.  Ensuring that program documentation relevant to the SETR assessment is coordinated across the program IPT.
    d.  Preparing the draft Technical Review Action Plan for review and approval by the PM and TRB Chair. 
7.0 SETR ASSESSMENT PLANNING
Planning a SETR assessment is an activity having responsibilities split between the TRB Chair and PM.  The SETR assessment is conducted by the TRB for the benefit of the PM.  Both parties have responsibilities that must be met satisfactorily to realize a successful outcome from the SETR assessment.
For the PM and Program Lead Engineer (PLE), the SETR assessment planning process begins with preparation of the program SEP.  The PM and PLE undertake this task early in the development life cycle of the program, usually at a time before a TRB Chair has been designated.  The SEP must capture essential details to plan, structure, and resource the SETR, such as entry and closure criteria, areas of interest, tailoring plans, and resources to support the SETR (e.g., reimbursable costs for SMEs and functional experts).  As the program matures, the SEP is updated and approved at the MDA milestones.  For these SEP updates, the PM should work collaboratively with the incumbent TRB Chair on all changes to the SETR plan that must be presented to the MDA for approval.

For the TRB Chair, SETR assessment planning begins on appointment by the SYSCOM CHENG.  The TRB Chair is responsible for constituting the TRB membership, recruiting the SETR participants, collaboratively developing the Technical Review Action Plan with the program Lead Engineer (see below), establishing a plan for the TIMs, and preparing the agenda for the formal SETR assessment meeting.  When new to the program, the TRB Chair should consider the PM and program IPT as resources to help prepare for the SETR assessment planning work.
Understanding the division of responsibilities between the TRB Chair and PM is important for the success of the review.  Moreover, although no single planning approach is mandated, the critical focus for all parties involved must remain on demonstrating and verifying the successful achievement of the pre-established closure criteria for the SETR assessment.
7.1  STAFFING AND PREPARATION

For each SETR assessment, the TRB membership and SETR participants must be defined.  The SYSCOM CHENG should assign a TRB Chair early in the SETR assessment cycle.  However, if a TRB Chair is not assigned, the PM may request proactively that the SYSCOM CHENG designate a TRB Chair to avoid delays in the assessment planning process. Once the designation is made, the TRB Chair completes the TRB membership and SETR participant assignments.
The TRB Chair prepares a Technical Review Action Plan (TRAP) at the beginning of the SETR assessment cycle (see Section 7.1.1). The TRB Chair may work with the program Lead Engineer to develop the TRAP.  The TRAP should be coordinated across the program IPT and their developers to ensure that all plans are supportable and executable.  Once available, the TRAP should be distributed to all TRB members, SETR participants, and program IPT members.
Figure 7‑1 depicts a timeline for SETR staffing and preparation purposes.  As shown, the PM and TRB Chair should assess progress toward meeting all entry criteria about 45 days prior to the formal review meeting.  For all unmet entry criteria, the PM should activate mitigation plans immediately to avoid a rescheduling of the SETR assessment meeting.  If the entry criteria cannot be met in an adequate and timely manner, the TRB Chair must cancel and reschedule the SETR assessment meeting.  The determination to reschedule a SETR assessment meeting should be made no later than 15 days prior to the scheduled event.
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Figure 7‑1.  Planning Timeline for SETR Assessments.
7.1.1  TECHNICAL REVIEW ACTION PLAN (TRAP)
The TRAP is prepared early in the SETR assessment cycle (see Figure 7‑1).  The TRAP is a useful tool for managing the expectations of the participants and stakeholders involved in a SETR because it communicates government expectations and success criteria.
The TRAP must be aligned with the technical approach defined in the SEP. The TRAP contains the following information:

    a.  Program background, including tailoring of the SETR assessment.
    b.  Schedule of events leading to the formal SETR assessment   meeting (including incremental subsystem reviews).
    c.  TRB membership and SETR participants, including SMEs.
    d.  Entry criteria (including closeout actions and closure criteria of previous SETRs).
    e.  Proposed agenda, including areas of interest.
   f.  Closure criteria.
   g.  RFA/RFI process.
7.2  AGENDA FOR SETR MEETING
The TRB Chair is responsible for developing and distributing the agenda for the formal SETR assessment meeting.  The agenda contains elements that correlate to technical accomplishments within the pre-established areas of interest and evidence of successful fulfillment of entry and closure criteria for the SETR assessment.  The program IPT and their representatives are expected to present these elements, with supporting documentation and products, to the TRB at the SETR assessment meeting.
Planning the SETR meeting agenda involves assessing the status and complexity of the areas of interest and technical issues that must be addressed during the meeting.  In most cases, the development of the agenda involves coordination across the program IPT and with the Performing Activities and associated developers.  Moreover, although presentations about the areas of interest and technical issues provide focus for the meeting, adequate time and expertise for discussions during the meeting must be arranged for thorough coverage of the topics presented.  If adequate time or expertise is not available, the SETR assessment should be organized into a series of incremental reviews.
A draft agenda should be made available to the TRB membership, SETR participants, program IPT, technical authorities, and senior leadership at least 60 days prior to the SETR assessment meeting; the final agenda should be distributed 45 days prior to the SETR assessment meeting.  The TRB Chair is responsible for distributing the draft and final agendas.
7.3  WORK-UP TO SETR MEETING
The program IPT is responsible for assembling and making available the program products to be reviewed during the SETR assessment. These products must align with those identified in the program SEP, and they must be available for review by the TRB.  Also, the assemblage of products should provide a comprehensive view of work accomplished to date, as planned in the TRAP.
A listing and copies of the program products must be made available to the TRB early in the SETR assessment period.  The TRB is expected to provide an informed and insightful assessment of the technical health of the program at the SETR review meeting.  To achieve this expectation, TRB members must have adequate time to review and discuss the materials during TIMs held prior to the SETR meeting.  The TRB Chair is responsible for coordinating the schedule and conduct of all TIMs. 

During the TIMs, TRB members should discuss technical issues relevant to the technical health of the program and its supporting documentation, seek answers to technical inquiries, identify issues for potential RFA/RFI submissions, and begin to prioritize technical topics for follow-up at the SETR review meeting and the subsequent TRB recommendations to program management.  One potential outcome of TIMs might be a request by the TRB to the program for additional program products and information to support the SETR assessment.
In some situations, the TRB may uncover a need to examine specific topics or risk areas in greater detail than possible through TIMs with the program IPT.  In these cases, focused topical TIMs with appropriate SMEs and other external resources should be conducted in advance of the formal SETR assessment meeting.  The TRB Chair should notify the program IPT of the topical TIM and may invite their participation.
Minutes of all TIMs, including attendance list, topics discussed, action assignments, and outcomes should be documented by the TRB Recorder and distributed by the TRB Chair to the TRB membership, program IPT, and all TIM participants within 14 days following each TIM.
7.4  CONDUCT OF SETR MEETING
No single format is used to conduct a SETR assessment meeting. However, it is expected that usual business conduct and rules of order apply.  Also, the TRB Chair should schedule the SETR assessment meeting at a time and place that allows the maximum number of planned participants to attend.

Copies of the meeting announcement, agenda, and relevant technical data packages should be distributed prior to the SETR assessment meeting.  Additional copies of the agenda and the RFA/RFI procedure should be available for distribution at the SETR assessment meeting.  The agenda is the definitive plan for the conduct of the meeting.

Regardless of the format of the SETR assessment meeting, the primary focus of the meeting is to allow the TRB to assess achievement of the established closure criteria by the program. The Best Practice insert below provides general conduct guidelines for the SETR assessment meeting.
7.4.1  TECHNICAL REVIEW SUMMARY REPORT

Immediately following conclusion of the SETR assessment meeting, the Technical Review Summary Report (TRSR) must be prepared by the TRB Chair for distribution to the PM.  The TRB Recorder is responsible for assembling the TRSR, which describes the outcomes of the SETR meeting, including the following:

    a.  List of attendees, including name, functional area represented, phone number, and e-mail address. 
 b.  Meeting minutes, including entry criteria status, closure criteria status, and technical review results.
    c.  Completed RFA forms.
    d.  TRB recommendations to PM pertinent to the technical health of the program and its readiness to enter the next phase of development.
    e.  List of any action items, assignees, and due dates.
    f.  Identification of all system specification changes/‌modifications and all new performance and mission implications, as needed.
The TRSR should be forwarded to the PM and PEO, SYSCOM CHENG, and MDA within 30 days of completion of the SETR assessment meeting.

7.5  CLOSING SETR ASSESSMENT
A SETR is closed when all established closure criteria are met, all critical RFAs have been closed, and the TRB Chair notifies the PM of closure by letter.  Successful closure of all criteria and closeout of all RFAs establish a necessary condition to begin work on the next SETR.
If closure criteria cannot be met in a timely manner, the TRB Chair must decide how to address and resolve them, such as at a future SETR, a follow-on session of the current SETR, or, in extreme cases, a restart of the current SETR.  The TRB Chair’s decision and action plan become part of the recommendations forwarded to the PM.

8.0  REQUEST FOR ACTION/REQUEST FOR INFORMATION PROCESS

The formal RFA/RFI process is important for the orderly conduct of SETR assessments.  The RFA/RFI process helps prevent inclusion of action items and requests for additional information that do not support closure criteria for a SETR assessment.  Formalizing the RFA/RFI process keeps focus on the identification and resolution of issues critical to completion of a SETR assessment.

The TRAP describes how RFA/RFIs will be collected from the SMEs who review documents both prior to and during a SETR assessment.    If the developer will comment on RFA/RFIs before the SETR, this process should be described in the TRAP.

The use of RFAs/RFIs must be briefed to the SETR participants at the beginning of the technical review.  Information provided should include the processes for submittal, evaluation, tracking, and closeout.  Appendix B provides a sample RFA/RFI form.  Hard copies of the RFA/RFI form must be available to all SETR participants.

The TRB Recorder is responsible for collecting and collating all submitted RFAs/RFIs.  The TRB reviews for approval all RFAs/RFIs, usually in executive session.  The TRB also classifies each submitted RFA/RFI as one of the following:
a.  Critical RFA.  In identifying an RFA as critical, TRB members must decide whether failure to complete a specific action (e.g., resolving a predicted performance shortfall) is serious enough to prevent closure of the SETR assessment.  Examples of RFAs that may be critical include those associated with missing or incomplete design definition, performance shortfalls, design deficiencies, incomplete performance assessments, failure to satisfy closure criteria/objectives, design that is not reproducible, insufficient risk mitigation, or other required design information deemed mandatory to proceed into the next phase.  All Critical RFAs must be closed before formally closing a SETR assessment.
   b.  Noncritical RFA or Actions to Minutes.  Noncritical RFAs also known as “Action to Minutes” are not considered mandatory for satisfaction of the SETR closure criteria.  Careful scrutiny of noncritical RFAs is required by the TRB Chair to ensure proper classification as noncritical and assignment of proper completion dates and/or milestone.
    c.  RFI.  Requests for additional information do not require the development team to perform any action other than to provide information.  If the requested information is crucial to evaluating the design or is a CDRL item required for submission at the SETR assessment, the request should be classified as an RFA.
    d.  Out of Scope/No Response Required.  If submitted requests cannot be met within the SOW scope or they are out of bounds for the current SETR assessment, the request may be rejected.  However, if the PM or Program Lead Engineer decide that the request warrants further consideration, appropriate programmatic actions (e.g., SOW revisions) may be taken to align the request with the program scope.  In these cases, the request may be resubmitted at a future time.
9.0 SETR INPUTS TO GATE REVIEWS

This section of the Handbook briefly describes some of the outputs of the SETR assessments that flow-up to the Gate Review process.

9.1  ITR INPUTS TO GATE REVIEW
The ITR provides inputs to Gate 1, where authority is granted to develop the ICD, to validate AoA guidance, and to authorize the Concept Decision.  Per DoD Instruction 5000.2, Operation of the Defense Acquisition System of 8 Dec 08, the ICD and AoA Plan shall guide Materiel Solution Analysis.  The focus of the AoA is to refine the concept selected and documented in the approved ICD.
9.2  ASR INPUTS TO GATE REVIEW

The ASR outcomes may support Gate 2, which is concerned with the following:
    a.  Reviewing AoA assumptions, analysis, cost estimates, conclusions, and recommendations;
    b.  Approving preferred alternatives from the AoA;
    c.  Approval to develop CDD and CONOPS, with guidance and assumptions consistent with the preferred alternatives; and,
    d.  Authorizing a program to proceed to next event (e.g., to Gate 3 when program initiation is planned for MDA MS A or to MDA MS A when program initiation is planned for MDA MS B).
Per DoD Instruction 5000.2 of 8 Dec 08, the focus of the AoA is to refine the selected concepts documented in the approved ICD.  The AoA assesses the critical technologies associated with these concepts, including technology maturity, technical risk, and, if necessary, technology maturation and demonstration needs.  To achieve the best possible system solution, emphasis should be placed on innovation and competition.  Existing COTS functionality and solutions drawn from a diversified range of large and small businesses should be considered.
9.3  SRR INPUTS TO GATE REVIEW

The SRR outcomes are the first step to supporting Gate 3, which is concerned with the following:

    a.  Granting authority for a DON-initiated CDD;
    b.  Approving CONOPS, including description of capability employment, sustainment, basing, training, and manning to support life-cycle cost estimates;
    c.  Validating that the SDS Development Plan addresses all required areas and serves as input to follow-on Gates;
    d.  Reviewing program health for cost, risks, and budget adequacy; and,
    e.  Approving continuation with MDA MS A or MS B preparations.
The SRR considers the completeness and maturity of the Tier 1 SDS.  A Tier 3 SDS will be approved at Gate 4.
9.4  SFR INPUTS TO GATE REVIEW

The SFR outcome is required to support Gate 3, which is concerned with the following:

    a.  Approval of the SDS development plan, which may be an attachment to the Engineering and Manufacturing Development RFPs; and
    b.  Authorization of program continuation to Gate 5 or MDA MS B.

The SFR findings may facilitate evaluation of the service CDD prior to Joint Requirements Oversight Council review at Gate 3.

9.5 PDR INPUTS TO GATE REVIEW

The PDR outcomes may support Gate 4, which is concerned with the following:

    a.  Review and approval of the SDS against the CDD; and 
    b.  Recommending MDA approval for release of the Engineering and Manufacturing Development RFPs as authorized by the Acquisition Strategy.
9.6  CDR INPUTS TO GATE REVIEW
The CDR outcomes may support Gate 6, which is concerned with: 
    a.  Assessing overall program health and readiness for production; and
    b.  Assessing the sufficiency of the SDS, Earned Value Management System, Program Management Baseline, and Integrated Baseline Review.
Gate 6 occurs after the Engineering and Manufacturing Development award and completion of the Integrated Baseline Review.  Follow-on Gate 6 annual sufficiency reviews may be conducted to endorse the Capability Production Document (CPD) and to review program health prior to and post MDA MS C and the Full-Rate Production Decision Review, and to serve as forums for Configuration Steering Boards.
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APPENDIX B. SAMPLE rFA/RFI FORM

Appendix B provides a sample Request for Action/Request for Additional Information (RFA/RFI) form used to support SETRs.
	Request for Action/Request for Additional Information

	Program Name:

	Developer Name:

	Title:


	____RFA     ____RFI
	Log #:



	Issue:

	Recommended Action/Information Requested:

Closure Criteria:

	Originator:
	Date of 

Request:



	Originator’s 

Phone:


	Originator’s 

E-mail:



	Need Date/Milestone:




  Following Section for Use by Technical Review Board Only
	__________     Critical RFA (Required for Closure)

__________     Not Critical RFA, Not Required for Closure

__________     Request for Information (RFI)

__________     Out of Scope / Response Not Required

	Action Assigned 

To:
	Due Date:

Milestone:

	TRB Chair 

Approval:
	Date:




APPENDIX C. SETR DOCUMENTS

Appendix C provides definitions for the documents used and produced in SETRs across Naval SYSCOMs, as well as definitions for the acquisition baselines discussed in SETR assessments.
Allocated Baseline.  The Allocated Baseline describes a CI's functional, performance, interoperability, and interface requirements allocated from a system or higher level configuration item; interface requirements with interfacing configuration items; and the verifications required to confirm the achievement of those specified requirements.

Capability Development Document (CDD).  The CDD captures the capabilities and performance requirements necessary to develop a proposed program(s).  The CDD outlines a militarily useful and logistically supportable capability.

Capability Production Document (CPD).  The CPD provides information on the production elements specific to a single increment of an acquisition program.

Computer Resources Integrated Support Document (CRISD).  The CRISD provides the information needed to plan for life-cycle support of deliverable software.  The CRISD documents the developer’s plans for transitioning support of deliverable software to the support agency.

Computer System Diagnostic Manual (CSDM).  The CSDM provides information required by the system administrator of a computer system to troubleshoot problems in a fielded system.

Computer System Operator’s Manual (CSOM).  The CSOM provides information required to operate a given computer and its peripherals.

Configuration Management (CM) Plan.  The CM Plan describes the process for establishing the design requirements and operational information to maintain consistency of a product’s performance, function, and physical attributes throughout its lifecycle.

Database Design Document.  The Database Design Document provides information needed for database implementation and maintenance, including database design; related data, files, and software/database management system for access.

Firmware Support Manual.  The Firmware Support Manual provides information required to program and reprogram firmware devices in a system.

Functional Baseline.  The Functional Baseline describes the system's functional, performance, interoperability, and interface requirements and the verifications required to demonstrate the achievement of those specified requirements.
Hardware Development Specification.  The Hardware Configuration Item (HWCI) specification defines the performance and interface requirements and the design and inter-operability constraints that have been allocated to the configuration item (CI) from a system or higher level configuration item.  The Hardware Development Specification provides the contractual basis for the development and verification of HWCI performance.  The Hardware Development Specification is used to establish the allocated baseline for the configuration item.

Hardware Product Specification.  The HWCI specification defines the performance and interface requirements and the design and interoperability constraints that have been allocated to the configuration item from a system or higher level configuration item.  The Hardware Product Specification provides the contractual basis for the development and verification of configuration item performance.  A Hardware Product Specification, Hardware Performance Specification, or Hardware Detailed Specification is used to provide the contractual basis for acquisition of production quantities of the HWCI.

Information Support Plan (ISP).  The ISP (formerly the Command, Control, Communication, Computers, and Intelligence Support Plan (C4ISP) provides the information-related needs of an acquisition program to support the operational and functional capabilities delivered or contributed by the program.  The ISP provides a mechanism to identify and resolve implementation issues related to an acquisition program's Information Technology (IT), including NSS, infrastructure support, and IT and NSS interface requirements.  It identifies IT needs, dependencies, and interfaces for programs in all acquisition categories, focusing attention on interoperability, supportability, synchronization, sufficiency, and net-centricity concerns.

Interface Design Description (IDD).  The IDD describes the interface characteristics of one or more systems, subsystems, Hardware Configuration Items, Computer Software Configuration Items, manual operations, or other system components.  An IDD may also describe any number of interfaces.  The IDD can be used to supplement the System/Subsystem Design Description or Software Design Description.  The IDD and its companion Interface Requirements Specifications serve to communicate and control interface design decisions.

Interface Requirements Specification (IRS).  The IRS specifies the requirements imposed on one or more systems, subsystems, Hardware Configuration Items, Computer Software Configuration Items, manual operations, or other system components to achieve one or more interfaces among these entities.  An IRS can cover any number of interfaces.  The IRS can be used to supplement the System/Subsystem Design Description (SSDD) and Software Requirements Specification (SRS) as the basis for design and qualification testing of systems and Computer Software Configuration Items.

Logistics Requirements Funding Summary (LRFS).  The LRFS identifies the product support functions and sub-functions required to establish affordable and effective product support.  It identifies support resource requirements and the funds available to meet those requirements.  The summary displays requirements versus available funding for all Integrated Logistics Support  elements and related disciplines, by fiscal year and appropriation, and is traceable to logistic support plan tasks and activities.

Manufacturing Plan.  The Manufacturing Plan documents methods by which design is to be built.  This plan contains the sequence and schedule of events at developer and sub-developer levels that define use of materials, fabrication flow, test equipment, tools, facilities, and personnel.  It also reflects consideration and incorporation of manufacturing requirements in the design process, and it includes identification and assessment of design facilities.

Marine Corps Single Acquisition Management Plan (MC-SAMP).  The MC-SAMP is a Marine Corps Systems Command (MCSC) initiative to assist program management teams in the development of a single document that satisfies both the DOD/DON acquisition management requirement to have an acquisition strategy document and the MCSC requirement to have a post-production systems management plan, as well as the requirements of Part 7 of the Federal Acquisition Regulation requirement that mandates the need for a written acquisition strategy and/or acquisition plan.

Product Baseline.  An approved technical data package for a system, to include its requirements specifications, design documentation, source code files, test results, and other artifacts that form the system, as well as the results of the system final FCA and PCA.
Request for Action/Request for Information (RFA/RFI).  The formal documentation of an action item initiated at a technical review.    RFAs require some action on the part of the developer and can be either critical or noncritical.  RFIs require only the provision of existing data.

Software Design Description (SDD).  The SDD describes the design of a Computer Software Configuration Item (CSCI).  It contains descriptions of the CSCI-wide design decisions, the CSCI architectural design, and the detailed design needed to implement the software.  The SDD is used as the basis for implementing software.  It provides the acquirer visibility into the design and provides information needed for software support.  SDDs may be supplemented by IDDs.

Software Development Plan (SDP).  The SDP describes the software development effort, processes, methods, schedules, organization, and resources.

Software Programmer’s Manual.  The Software Programmer’s Manual provides information needed by a programmer to program a given piece of software.

Software Requirements Specification (SRS).  The SRS specifies the requirements for a CSCI and the methods to be used to ensure that each requirement has been met.  Requirements pertaining to the CSCI external interfaces may be presented in the SRS or in one or more Interface Requirements Specifications referenced from the SRS.  The SRS, possibly supplemented by the IRS, is used as the basis for design and qualification testing of a CSCI.

Software Support Plan.  The Software Support Plan describes the sum of all activities that must take place to ensure that implemented and fielded software continues to fully support the operational mission of the system.

Software Test Plan (STP).  The STP describes plans for qualification testing of CSCIs and software systems.  It describes the software test environment to be used for testing, identifies tests to be performed, and provides schedules for test activities. There is usually a single STP for a project.  The STP enables the acquirer to assess the adequacy of planning for CSCI and, if applicable, software system qualification testing.

Software Users Manual (SUM).  The SUM provides details to allow the hands-on user to install and use software, a software item group, a software system, or a subsystem.

Software Version Description (SVD).  The SVD identifies and describes a software version; used to release, track, and control each version.

Supportability Plan. The Supportability Plan is the comprehensive logistics support document that summarizes the results of logistics analysis, planning, and acquisition.  Based on the complexity of the program, a Supportability Plan may not need to be developed if sufficient logistics information can be provided in Chapter 7 of the MC-SAMP.

System Allocation Document.  The System Allocation Document describes the allocation of requirements from the system specification to individual configuration items.

System/Subsystem Design Description (SSDD).  The SSDD describes the system/subsystem-wide design and the architectural design of a system/subsystem. The SSDD may be supplemented by IDDs and a Database Design Document.  The Database Design Document, with its associated IDDs, is used as the basis for further system/subsystem development.  Design pertaining to interfaces may be presented in the SSDD or Database Design Documents.

Systems Engineering Plan (SEP).  The SEP is the blueprint for the conduct, management, and control of the technical aspects of an acquisition program from conception to disposal.
Systems Engineering Management Plan (SEMP).  The SEMP is a contractor produced document that acknowledges and implements the required reviews and associated entry criteria.
Technical Review Action Plan.  The Technical Review Action Plan is used to capture all planning for a technical review.

Technical Review Summary Report.  The Technical Review Summary Report documents the actions and results of a technical review. It contains the technical findings as well as the critical RFAs.
Test and Evaluation Master Plan.   The TEMP documents the overall structure and objectives of the test and evaluation (T&E) program.   It provides the framework within which to detail T&E plans.  It documents schedule and resource implications associated with the T & E program.  The TEMP identifies the necessary developmental test and evaluation (DT&E), operational test, (OT), and live fire test and evaluation (LFT&E) activities.  It relates program schedule, test management strategy and structure, and required resources to:  (1) critical operational issues (COIs); (2) critical technical parameters; (3) KPPs and operational performance parameters (threshold and objective criteria) derived from the DoDD 5000.1 of 12 May 03, and DoDI 5000.02 of 02 Dec 08; (4) evaluation criteria; and, (5) major decision points.  
Version Description Document.  See Software Version Description.  
Enclosure 1. SHIP-SPECIFIC SETR GUIDANCE
Per Naval SYSCOM Systems Engineering Policy, this enclosure will be provided no later than 10 months subsequent to the issuance date of that Policy Instruction.  Interim SETR guidance for ship systems is given in this Handbook and NAVSEA 05D Memo Ser 05D/096, Ship Design Review Guidelines (dated 28‑September‑2004), which shall be applied by Ship Design Integrated Product Teams (IPTs).  
Stakeholder Steering Board
The Stakeholder Steering Board (SSB) conducts technical reviews of ship programs.  The SSB focuses on naval design approval for ship acquisitions and on substantial fleet modernizations as needed to support senior decision making.  The SSB provides a cross-SYSCOM forum that facilitates the following:

    a.  Review of engineering content by Naval Technical Authorities.
    b.  Characterization of technical risks and issues.
    c.  Interactions to coalesce top-level assessments.
    d.  Disciplined assessments for Program Managers (PMs).
The SSB replaced the Senior Review and Command Review previously used by NAVSEA to vet design content of ship acquisition programs prior to a program milestone.  The SSB process has been used successfully for recent ship class design programs. 
Operating Concept
The large number of Technical Authorities designated across Naval SYSCOMs makes it difficult to pull together a single cohesive technical assessment at the Total Ship System level.  Dealing with so many parties in a single context is cumbersome and does not facilitate the need to place a small number of high risks and tough issues into a balanced perspective from among a large body of valid technical concerns.  Therefore, the SSB employs a tiered representation approach where each broad “community” has a designated senior Stakeholder who sits on the board.  Stakeholders have broad responsibility and influence across their respective communities and direct access to the SYSCOM Chief Engineer (CHENG).  Stakeholders are supported directly by Competency Domain Managers (CDMs) (or equivalents), who have responsibility across a group of related warranted areas.  CDMs are supported by their corresponding Technical Warrant Holders (TWHs) and functional representatives (individual project engineers) who serve as members on a naval Ship Design Team.  Each SSB principal maintains a dialog with the line management within their community, down to the TWH level.  They evaluate and characterize technical risks and issues; and when requested, they generate a technical assessment of the current design baseline.

SSB Membership
Responsibility as an SSB member or CDM (or equivalent) is a function of the positions held by those individuals, versus an ad-hoc assignment.  The current membership is shown below.  Ad-hoc members may be invited to participate on the SSB in specific cases where appropriate.  The SSB is convened and chaired by the cognizant Chief Systems Engineer for the program involved.

SSB Members:

	FUNCTION/COMMUNITY
	DESIGNATED PRINCIPAL

	Total Ship
	Chief Systems Engineer for the affected platform

  NAVSEA 05D - for Surface Ship Programs, or

  NAVSEA 05V - for Carrier Programs, or 

  NAVSEA 05U - for Submarine Programs

	C4ISR Systems
	Deputy Chief Engineer - SPAWAR 5.1

	Warfare Systems
	Director, Human Systems Integration and Warfare Systems Engineering,(NAVSEA 05H) or Chief  Engineer, Land Mine Warfare (LMW)

	Aviation Systems
	Aviation Systems Engineering - NAVAIR 4.1

	Logistics
	Asst Depcom Fleet Logistics Support - NAVSEA 04L

	Program Aspects
	The affected PM (or designee)


Supporting CDMs:
Director, Cost Engineering - NAVSEA 05C

Director, Test & Evaluation – NAVSEA 05E

Director, Ship Integrity and Performance - NAVSEA 05P

Director, Marine Engineering - NAVSEA 05Z

Others as designated by SYSCOM Stakeholders

Key Interactions
The objective of the SSB is to provide the PM with a snapshot of the current state of technical risks on their program immediately prior to significant milestones (e.g., source selection, program Preliminary Design Review (PDR) or Critical Design Review (CDR)).   In the course of doing that, Stakeholders, CDMs, and TWHs evaluate the viability of ship concepts, make ship technical feasibility determinations, evaluate compliance with design rules, and contrast technical performance against applicable certification standards.  This process is flexible enough to address competitive design programs where industry has the lead for engineering, and programs where the Navy is leading the design evolution with industry participation.  SSB sessions are convened to conduct progress-based reviews that are paced to meet the needs of the programs.  SSB sessions are immediately preceded by an independent government technical review of the corresponding ship baseline design that includes the involvement of the TWHs and CDMs.  Issues are rolled up by the TWHs to their CDM, and the CDMs brief an overview assessment of risks and issues in their area at an SSB session.  These assessments are then rolled up by the Stakeholders themselves to arrive at a single consolidated view that places the most compelling risks and issues in perspective.
SSB Meetings
For any given SSB evolution, there are generally three sessions.   First is a session where the CDMs brief the results of their individual assessments to the Stakeholders.  Second is a session where the Stakeholders brief their rollups to one another and agree upon which of the most critical issues will be carried forward.  Third is a Flag-level session where the SYSCOM CHENGs are invited, and a consolidated Stakeholder brief is presented for discussion.  A formal memorandum for record is issued to the PM and Program Executive Office (PEO) to document the results. Depending on the nature of the ship program, SSB sessions will generally be convened for the following purposes:

    a.  Technical Feasibility Assessment (TFA).  For concept designs where there is a need for a structured assessment to support a competitive design source selection decision, an Initial TFA will be conducted.  In all cases, however, a Ship TFA is required during the Preliminary Design phase at the point where a balanced converged total ship design is first achieved.  The objective is to demonstrate that the functional baseline design of the ship is technically feasible and meets CDD requirements.  This would ideally occur about halfway through the Preliminary Design phase when a preliminary SDS has been developed; but in all cases, the TFA must occur prior to ship PDR to provide a timely input to the PM.

    b.  Readiness for Design Approval.  SYSCOM CHENGs provide Design Approval based upon input from the SSB.  Approval is signified by the SYSCOM CHENG’s signature on the Ship Specification, along with the Ship Design Manager (SDM) and PM.  Early in the Contract Design phase, CDMs/TWHs must provide the PM with inputs regarding the appropriate level of Navy engineering needed to support Navy Design Approval and Total Ship Certification at delivery.  Those inputs are based upon the inherent risks in the program and known issues that must be retired to achieve a manageable level of risk as the program transitions into the detailed design and construction phases.   Design Approval must be preceded by an SSB review to assess readiness of the ship allocated baseline design for Design Approval.  This review will focus on the entire contract package, including specifications, contract drawings, ship product models, and supporting artifacts (e.g., calculations, system diagrams, study drawings, and engineering reports, including the results of related risk mitigation efforts).  It will generally occur immediately prior to the ship CDR as a timely input to the PM. Based upon the results of this review and a successful CDR, a decision to approve the design will be documented, along with any outstanding issues.

    c.  Readiness for Production.  In preparation for a Production Readiness Review (PRR), an SSB session will be conducted to confirm the successful resolution of any technical approval issues that have been carried forward from the CDR and to confirm that the ship detailed design has reached an appropriate stage of completion (as indicated by zone and drawing approvals) to support the start of ship fabrication without causing the potential for rework.

Enclosure 2. Air-SPECIFIC SETR GUIDANCE
Per Naval SYSCOM Systems Engineering Policy, this enclosure will be provided no later than 10 months subsequent to the issuance date of that Policy Instruction.  Interim SETR guidance for Air systems is to use this Handbook and existing lead SYSCOM policy, such as NAVAIRINST 4355.19D, Systems Engineering Technical Review Process, 17-April-2009.

Enclosure 3. C4I-SPECIFIC SETR GUIDANCE
Per Naval SYSCOM Systems Engineering Policy, this enclosure will be provided no later than 10 months subsequent to the issuance date of that Policy Instruction.  Interim SETR guidance for C4I systems is to use this Handbook and existing lead SYSCOM policy, such as SPAWARINST 5400.3, Systems Engineering Technical Review Process, 26-February-2007.

Enclosure 4. Land-SPECIFIC SETR GUIDANCE
Per Naval SYSCOM Systems Engineering Policy, this enclosure will be provided no later than 10 months subsequent to the issuance date of that Policy Instruction.  Interim SETR guidance for land systems is to use this Handbook and existing lead SYSCOM, such as Marine Corps Systems Command, Technical Review Handbook, Version 1.04, April 2009.
Enclosure 5. Integrated Warfare Systems-SPECIFIC SETR GUIDANCE
Per Naval SYSCOM Systems Engineering Policy, this enclosure will be provided no later than 10 months subsequent to the issuance date of that Policy Instruction.  Interim SETR guidance for integrated warfare systems is to use this Handbook and existing lead SYSCOM guidance, such as NAVSEA PEO Integrated Warfare Systems, Technical Review Manual, April 2003.

Best Practice





The participation of Subject Matter Experts (SMEs) from outside the program team is important to a successful SETR assessment.  SMEs from interfacing systems are especially important. 


To convince senior leaders that the proper SMEs will participate, the Technical Review Action Plan should list by name the SMEs who will attend the SETR event.  A synopsis of each SME’s experience and qualifications should also be included.





Best Practice


1.  At the start of the SETR meeting, the TRB Chair should set the context for the review with the following actions:


    a.  Present a “we are here” chart that shows the technical review in relation to the overall program schedule and the technical review process; this will focus the attendees and provide an overall context.  Do not assume that all participants have equal background knowledge of the program.  Time spent at the outset to baseline everyone will pay dividends later in the review.


    b.  Firmly establish expectations and boundaries; this will focus the discussion and keep attendees from revisiting decisions made at previous reviews. 


2.  Review the entry criteria to justify the program readiness to hold the technical review.


3.  Review the closure criteria and state explicitly which closure criteria are being addressed.


4.  Brief participants on the Request for Action (RFA) process that will be used to document action items and provide hard copies of the RFA forms.
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