DoD Remote Access Policy – Industry Day
DoD Overarching Remote Access Policy Discussion with IT Industry Representatives

Title of Event: DoD Remote Access Policy – Industry Day
Audience: Members of the DoD and Industry Representatives
When: 18 July 2007, 0800-1600
Where: Capitol Hilton, 1001 16th Street NW, Washington DC 20036

Abstract: The DoD Remote Access Policy effort that the OASD (NII) Communications Directorate is spearheading an effort that involves setting the standards for all Remote Access to the DoD's global network, the Global Information Grid (GIG). This effort is being driven by addressing three high-level situational environments. The first high-level situational environment involves the provisioning of remote access for authorized DoD personnel visiting DoD facilities (i.e. Army personnel visiting an Air Force base conference or meeting room). The second high-level situational environment is the use of a laptop to gain remote access to the DoD GIG via public commercial services (i.e. accessing services at a hotel, hotspot, residence, or 3G cellular services). The third high-level situational environment is the use of other personal electronic devices (PEDs) (e.g. two-way email systems, PDAs, and handhelds) to primarily gain remote access to the DoD GIG email systems.

Who should attend? Vendors who sell products that are applicable to securing or establishing remote access, and DoD representatives. Due to the sheer volume of vendors products that are applicable for use in remote access, upon registration vendors will be placed into one of the above-mentioned three categories. Representatives should be technically savvy and have a firm understanding of the direction of both Industry and DoD policy.
Industry Day Goals:

- To ensure synergy between DoD and Industry representatives
- Incorporate Industry comments into the policy development process
- Ensure that a minimum set of robust security measures are put in place that can be implemented DoD-wide for Remote Access architectures
- Embrace interoperability and open standards
- Communicate DoD Remote Access requirements
- Gain a better understanding of recent Industry developments
- Provide updates to Industry on future DoD developments and acquisitions

High-Level Agenda:

- -- Breakfast - Welcome and Agenda --
- OASD (NII) – Introduction of Draft Remote Access Policy
- -- Break --
- DoD Services – Remote Access Developments and Future Acquisitions
- High-Level Policy Discussion
- -- Lunch --
- Breakout Groups Discussions:
  - Topic 1: DoD-to-DoD Visitor Scenario
  - Topic 2: Laptop Road Warrior
  - Topic 3: Two-way Email Devices and Miscellaneous Handhelds
- -- Break --
- Recap and Analysis of Breakout discussions
- “Way-Ahead” and “Top-10 Issues” Identification

Points of Contact:

CAPT Jon Kennedy
OASD (NII) Communications Directorate
(703) 607-0736
Jon.Kennedy@osd.mil

Cornell W. Robinson III
OASD (NII) Communications Directorate [Support]
(703) 902-4184
robinson_cornell@bah.com

Nicole Peterson
Association for Enterprise Integration (AFEI)
(703) 247-9474
npeterson@afei.org